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[bookmark: _Toc516465365][bookmark: _Toc515977966][bookmark: _Toc515978351][bookmark: _Toc515977955][bookmark: _Toc515978340]*******FIRST CHANGE*******
[bookmark: _Toc532891632][bookmark: _Toc532891694][bookmark: _Toc524946195]4.4	Specific services
4.4.3	Time Sensitive Communication
4.4.3.1	QoS negotiation based on UP messages
When the fully distributed TSN configuration model is used in TSN interworking with 5GS, the QoS requirements of a requested TSN Stream is sent by a TSN Talker and carried via SRP messages as defined in IEEE 802.1Qcc[xx]. The UPF detects the SRP message received from a neighbouring TSN node (i.e. TSN bridge/listener/talker) by itself or by the UE and forwards it to the SMF based on the SMF’s instruction provided to the UPF when a PDU session is established for communication between the UE and a TSN end station.
The SMF derives the QoS requirements from the SRP message received over N4 from the UPF. The SMF provides the QoS requirments to the PCF for making PCC decision as specified in TS 23.503[45].
Editor’s note: How to map the parameters in the SRP message to 3GPP QoS parameter sent from SMF to PCF is FFS.
If the QoS is successfully authorised by the PCF, based on the authorized PCC rules, the SMF updates the SRP message e.g. by adding the authorized PDB (as the worst-case internal processing time of the "5GS TSN Bridge") and the propagation delay (as defined in IEEE 802.1Qcc[x]) to the AccumulatedLatency value and sends it to the UPF; otherwise, the SMF updates the SRP message by marking it as a Talker Failed message as defined in IEEE 802.1Qcc[xx]. The UPF forwards the updated SRP message to the next hop (i.e. TSN bridge/listener/talker) in the TSN.
*******SECOND CHANGE*******
[bookmark: _Toc532891892]6.2.2	SMF
The Session Management function (SMF) includes the following functionality. Some or all of the SMF functionalities may be supported in a single instance of a SMF:
-	Session Management e.g. Session Establishment, modify and release, including tunnel maintain between UPF and AN node.
-	UE IP address allocation & management (including optional Authorization).
-	DHCPv4 (server and client) and DHCPv6 (server and client) functions.
-	ARP proxying as specified in IETF RFC 1027 [53] and / or IPv6 Neighbour Solicitation Proxying as specified in IETF RFC 4861 [54] functionality for the Ethernet PDUs. The SMF responds to the ARP and / or the IPv6 Neighbour Solicitation Request by providing the MAC address corresponding to the IP address sent in the request.
-	Selection and control of UP function, including controlling the UPF to proxy ARP or IPv6 Neighbour Discovery, or to forward all ARP/IPv6 Neighbour Solicitation traffic to the SMF, for Ethernet PDU Sessions.
-	Configures traffic steering at UPF to route traffic to proper destination.
-	Termination of interfaces towards Policy control functions.
-	Lawful intercept (for SM events and interface to LI System).
-	Charging data collection and support of charging interfaces.
-	Control and coordination of charging data collection at UPF.
-	Termination of SM parts of NAS messages.
-	Downlink Data Notification.
-	Initiator of AN specific SM information, sent via AMF over N2 to AN.
-	Determine SSC mode of a session.
-	Roaming functionality:
-	Handle local enforcement to apply QoS SLAs (VPLMN).
-	Charging data collection and charging interface (VPLMN).
-	Lawful intercept (in VPLMN for SM events and interface to LI System).
-	Support for interaction with external DN for transport of signalling for PDU Session authorization/authentication by external DN.
-    Handle TSN signalling message (i.e. SRP message) received from the UPF over N4.
[bookmark: _GoBack]NOTE:	Not all of the functionalities are required to be supported in a instance of a Network Slice.
In addition to the functionalities of the SMF described above, the SMF may include policy related functionalities as described in clause 6.2.2 in TS 23.503 [45].
*******THIRD CHANGE*******
[bookmark: _Toc532891519]3.2	Abbreviations
For the purposes of the present document, the abbreviations given in TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in TR 21.905 [1].
…
SRP		Stream Reservation Protocol
…
*******END OF CHANGE*******

